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資訊安全政策宣言 

資訊安全與機密資訊保護是儒毅科技對客戶、股東及夥伴的承諾。儒毅科技為強化資通

安全防護及管理機制，設立資訊安全長（CISO）與資訊安全專責組織，配置專業之人力

與資源，明訂資訊安全政策、管理程序及規範，發表《資訊安全宣言》，宣示捍衛資訊

安全的決心與推動資訊安全的目標—維護儒毅科技的市場競爭力及保障客戶與合作夥

伴利益。 

資訊安全宣言(公司介紹) 

儒毅科技股份有限公司成立於 2000 年，是一家專注於資通訊系統整合與人工智慧物聯

網軟硬體系統設計開發的企業。我們擁有豐富的經驗與專業知識，致力於為客戶提供全

方位、高品質的解決方案，協助客戶提升營運效率、降低成本，並實現業務目標。 

儒毅科技致力於成為客戶最可靠的資訊技術諮詢與服務提供者。我們將以專業、創新與

高效的態度，為客戶提供優質的解決方案和服務，協助客戶實現業務成功。 

資訊安全治理 

儒毅科技設有資訊安全委員會(IT Security Committee)並任命總經理擔任儒毅科技

資訊安全長（CISO），負責資訊安全政策與制度之規劃、監控及管理作業，並與公司

資訊技術及相關單位組織協同合作，強化資通安全防護及管理機制，監管與風險控制

措施執行成效。 
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儒毅科技資訊安全組織 

資訊安全小組 

儒毅科技成立「資訊安全小組」，由管理部門、系統整合部門、系統管理部門擔任小

組成員，定期召開會議檢視及決議重要資訊安全與資訊保護政策與計畫執行，確保實

現儒毅科技資訊安全政策目標。 

資訊安全委員會 

儒毅科技成立「資訊安全委員會（IT Security Committee）」，由總經理擔任資安

長，由各副總與資訊處處長擔任委員會成員，定期召開會議檢視重要資訊安全政策、

資訊安全風險評估與強化計畫、資訊安全指標與全球資訊安全態勢與威脅，確保達成

儒毅科技資訊安全政策與管理目標。 

資訊安全管理與執行重點 



 

3 
 

儒毅科技為了預防及降低外部資安風險，落實及持續更新嚴謹的資安措施，例如建置

先進的病毒掃描工具，以防止公司所使用之資訊系統遭受病毒感染；強化網路防火牆

與網路控管以防止電腦病毒跨廠區擴散；在公司電腦上 建置防毒措施及先進的惡意

軟體偵測解決方案；改善資安部署時間以強化資料中心安全。並建立與定期檢討資安

績效指標；導入新技術加強資料保護；加強釣魚郵件偵測並定期執行員工警覺性測

試；建立一個整合的自動化資安維運平台並強化資安事件偵測與處理自動化；持續演

練資安攻擊之處理程序；委託外部專家執行資安評鑑等。每年持續進行的資安執行重

點如下： 

1. 資訊安全管理 

2. 資訊安全政策管理。 

3. 資訊安全組織管理。 

4. 人力資源安全管理。 

5. 資訊資產管理。 

6. 存取控制管理。 

7. 密碼管理。 

8. 實體與環境安全管理 

9. 作業安全管理。 

10. 通訊安全管理。 

11. 資訊系統獲取、開發及維護管理。 

12. 供應商關係管理。 

13. 資訊安全事件管理。 

14. 業務持續管理。 

15. 遵循性（適法性）管理。 

16. 資料安全管理。 

17. 變更與組態管理。 

18. 雲端服務管理。 

 

資安事件處理與通報 
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儒毅科技已成立資訊安全應變中心與資訊安全事件管理程序，明訂相關流程與措施，

包含資安事件通報程序、指派負責人員處理重大資通安全事件、評估遭受損失及進一

步的必要因應措施、評估資安風險可能對公司財務與營運的影響及其因應措施。 

 


